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DESIGN GUIDE  
 

This PowerPoint 2007 template produces an A0 

presentation poster. You can use it to create your 

research poster and save valuable time placing titles, 

subtitles, text, and graphics.  

 

We provide a series of online tutorials that will guide 

you through the poster design process and answer your 

poster production questions. To view our template 

tutorials, go online to PosterPresentations.com and 

click on HELP DESK. 

 

When you are ready to print your poster, go online to 

PosterPresentations.com 

 

Need assistance? Call us at 1.510.649.3001 

 
 

QUICK START 
 

Zoom in and out 
 As you work on your poster zoom in and out to 

the level that is more comfortable to you. Go 

to VIEW > ZOOM. 

 

Title, Authors, and Affiliations 
Start designing your poster by adding the title, the names of 

the authors, and the affiliated institutions. You can type or 

paste text into the provided boxes. The template will 

automatically adjust the size of your text to fit the title box. 

You can manually override this feature and change the size of 

your text.  

 

TIP: The font size of your title should be bigger than your 

name(s) and institution name(s). 

 

 

 

 

Adding Logos / Seals 
Most often, logos are added on each side of the title. You can 

insert a logo by dragging and dropping it from your desktop, 

copy and paste or by going to INSERT > PICTURES. Logos 

taken from web sites are likely to be low quality when 

printed. Zoom it at 100% to see what the logo will look like 

on the final poster and make any necessary adjustments.   

 

TIP: See if your school’s logo is available on our free poster 

templates page. 

 

Photographs / Graphics 
You can add images by dragging and dropping from your 

desktop, copy and paste, or by going to INSERT > PICTURES. 

Resize images proportionally by holding down the SHIFT key 

and dragging one of the corner handles. For a professional-

looking poster, do not distort your images by enlarging them 

disproportionally. 

 

 

 

 

 

 

 

 

Image Quality Check 
Zoom in and look at your images at 100% magnification. If 

they look good they will print well.  
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QUICK START (cont. )  
 

How to change the template color theme 
You can easily change the color theme of your poster by going 

to the DESIGN menu, click on COLORS, and choose the color 

theme of your choice. You can also create your own color 

theme. 

 

 

 

 

 

 

 

You can also manually change the color of your background by 

going to VIEW > SLIDE MASTER.  After you finish working on 

the master be sure to go to VIEW > NORMAL to continue 

working on your poster. 

 

How to add Text 
The template comes with a number of pre-

formatted placeholders for headers and 

text blocks. You can add more blocks by 

copying and pasting the existing ones or by 

adding a text box from the HOME menu.  

 

 Text size 
Adjust the size of your text based on how much content you 

have to present.  

The default template text offers a good starting point. Follow 

the conference requirements. 

 

How to add Tables 
To add a table from scratch go to the INSERT menu 

and click on TABLE. A drop-down box will help you 

select rows and columns.  

You can also copy and a paste a table from Word or another 

PowerPoint document. A pasted table may need to be re-

formatted by RIGHT-CLICK > FORMAT SHAPE, TEXT BOX, 

Margins. 

 

Graphs / Charts 
You can simply copy and paste charts and graphs from Excel 

or Word. Some reformatting may be required depending on 

how the original document has been created. 

 

How to change the column configuration 
RIGHT-CLICK on the poster background and select LAYOUT to 

see the column options available for this template. The 

poster columns can also be customized on the Master. VIEW > 

MASTER. 

 

How to remove the info bars 
If you are working in PowerPoint for Windows and have 

finished your poster, save as PDF and the bars will not be 

included. You can also delete them by going to VIEW > 

MASTER. On the Mac adjust the Page-Setup to match the 

Page-Setup in PowerPoint before you create a PDF. You can 

also delete them from the Slide Master. 

 

Save your work 
Save your template as a PowerPoint document. For printing, 

save as PowerPoint of “Print-quality” PDF. 

 

Print your poster 
When you are ready to have your poster printed go online to 

PosterPresentations.com and click on the “Order Your Poster” 

button. Choose the poster type the best suits your needs and 

submit your order. If you submit a PowerPoint document you 

will be receiving a PDF proof for your approval prior to 

printing. If your order is placed and paid for before noon, 

Pacific, Monday through Friday, your order will ship out that 

same day. Next day, Second day, Third day, and Free Ground 

services are offered. Go to PosterPresentations.com for more 

information. 
 

Student discounts are available on our Facebook page. 

Go to PosterPresentations.com and click on the FB icon.  
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    posterpresenter@gmail.com 

The computing landscape is shifting rapidly towards mobile 

platforms, and PCs are no longer the dominant form of 

computing. Mobile devices are becoming general-purpose 

computing platforms, and often store tremendous amounts 

of personal, financial, and commercial data. As such, 

mobile devices attract both targeted and mass-scale 

attacks. With more schools developing teaching materials 

on mobile application development, the development of 

mobile security materials is needed. By doing so, the 

security will become a natural and integral part of mobile 

application development instead of an add-on components. 

Moreover, the wealth of sensors and GPS information 

available in mobile devices allow us to design interesting 

hands-on materials, such as using sensors to explore 

randomness in cryptography.    

Our work strives to build capacity in mobile security by 

teaching materials, hands-on labs and faculty development 

workshops. 

 

Introduction 

Objectives 

Hands-on Labs  

 Installation tutorial for Android SDK with Eclipse. 

Installation of JDK                                                   

Installation of Eclipse 

Installation of Android SDK for eclipse 

 Threats of Lost or Stolen Mobile Devices. 

Backup 

Encryption 

Remote Lock or Wipe 

 Unauthorized Mobile Resource Access. 

 Authentication: Single Sign-on 

Authentication: Two Factor Authentication 

Data, Location and Cryptography Privacy. 

 Encryption/ Decryption on SMS- 

Mobile Malware 

Detecting and removing malware via tool 

Mobile Malware Attack : Trojan 

Mobile Malware Defense 

 Mobile Spyware 

Detecting and removing spyware by tool 

“Penetration Test and Analysis” on Spyware 

Threat/Attack 

Defence: Reverse Engineering Analysis  

 

Summer Faculty Workshops 

 

We will have the first summer faculty workshop at UTC with 

40 participants (with 20 on-site and 20 distant participants) 

in summer 2014. Please check back the website 

(http://www.utc.edu/faculty/li-yang/mobilesecurity.php) 

for additional information.  

 

Contact Information 

 

Li Yang, Li-Yang@utc.edu 

Kai Qian, kqian@spsu.edu 

Prabir Bhattacharya, bhattapr@ucmail.uc.edu 

Joseph Kizza, Joseph-Kizza@utc.edu 

Kathy Winters, Kathy-Winters@utc.edu 

 Fan Wu, wuf@mytu.tuskegee.edu 

 

Mobile Security Topics 

  Topic 1: Introduction to Mobile Computing 

  Topic 2: Android Overview, Sensors and Networks 

  Topic 3: Mobile  Security Basics 

Discuss current state and scope of mobile security. Also 

covers basic measures to stay safe in using mobile devices 

such as using password, download apps from trusted 

sources, being alert for unusual behaviors, etc. 

  Topic 4: Mobile OS Security Model Comparison 

  Topic 5 Threats and vulnerabilities in mobile application 

It covers Mobile malware, Web-based and network-based 

threats, Physical threats from lost or stolen devices, Social 

engineering, and Vulnerabilities of mobile applications.   

  Topic 6 Secure development in mobile computing 

  Topic 7 Using cryptography in mobile computing   

  Topic 8 Secure communication of mobile devices 

  Topic 9 Security Policy and Governance 

Manage Permissions to subsystems such as networking, 

messaging, address book, global positioning system, etc.  

   Topic 10 Mobile cloud computing – future of mobile 

computing 
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 Develop teaching materials on mobile security with a 

collection of hands-on materials that will improve the 

ability of students to apply mobile security techniques to 

solve real-world problems 

Build faculty expertise and partnership in mobile security 

through faculty development 

 

University of Tennessee at Chattanooga, Southern Polytechnic State University, University of Cincinnati, 
Tuskegee University  

Li Yang, Kai Qian, Prabir Bhattacharya, Joseph Kizza, Kathy Winter, Fan Wu 

Capacity Building through Curriculum and Faculty 
Development on Mobile Security 
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