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Three Major Tasks of Anti-virus software

- **Detection**
  - Decide whether some code contains a virus or not
  - Precisely detecting viruses by their appearance or behavior is provably undecidable (essentially the halting problem)

- **Identification**
  - Which virus is it?
  - Helps determine damages and how to repair

- **Disinfection**
  - Repair
  - Remove
  - Quarantine
Virus Detection

• Static Scanners
  – On-demand: run explicitly when started by the user
  – On-access: runs continually, scanning every file when its accessed

• “Scanning” is the bread and butter of anti-virus software
  – Each virus is characterized by a “signature” or pattern
  – Sometimes called “scan strings”
  – Code that does the search is called a “scanner”

• Technical challenges
  – Accuracy
  – Speed
Anti-virus Software Errors

• Anti-virus software is subject to errors in both detection and disinfection of viruses

• Detection Errors
  – False negatives
  – False positives

• Disinfection Errors
  – Failure to disinfect
  – Destructive disinfection
False Negatives

• A **false negative** in anti-virus detection is the failure to detect a virus on a system being scanned.

• Consequences:
  - Virus continues to replicate and cause damage
  - User has false sense of secure
  - User eventually realizes the virus is present and loses confidence in the AV software
  - User might try to run two AV programs at once, which can interfere with each other
False Positives

- A **false positive** in anti-virus detection is the false claim that a virus has been detected

- **Consequences:**
  - User might remove file and lose work
  - User might spend a lot of time restoring a file from backup (and lose some recent work in the process)
  - “Boy who cried wolf” syndrome: User might not believe the next positive reported by the AV program
  - A corporation could have the same false positive on hundreds of identical machines, greatly multiplying the costs of the false positive
Failure to Disinfect

• The aggressive anti-anti-virus techniques make it more likely that an AV scanner will fail to disinfect, e.g.:
  – Multi-partite viruses that infect the MBR and executables, which are then ready to re-infect after partial disinfection
  – Viruses that hook an interrupt chain and are resident in memory, waiting to re-hook the chain after the AV monitor disinfects the chain

• Detection followed by failed disinfection gives a false sense of security

• Infected system can cause damage for months as a result
Destructive Disinfection

- If an AV program does not make an aggressive effort to disinfect files, it will call on the user to restore from backup too frequently, which has high costs.
- If an AV program has a false understanding of which virus variant it has detected, and tries to disinfect, it can leave behind a damaged file.
Summary

• No error by an AV program is truly acceptable
  – The AV program cannot always err in the direction of too many false negatives OR too many false positives
  – The AV program cannot always err in the direction of asking for too many restores from backup OR in trying to disinfect files that it should have asked to be restored

• AV programs are too large and complex to be provably correct

• Constant engineering refinement is the only solution at present